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Architecture /

Architecture
The beSOURCE Jenkins plugin assumes that both Jenkins server and beSOURCE server are
connected to the same version control system. It also assumes that the same source files
group is configured to Jenkins’ build target and beSOURCE server’s analysis target.

A user can connect to the beSOURCE server to inspect source files for a specific build
project in Jenkins. The beSOURCE server inspects the corresponding source files and
returns the results.
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Preparation / Generating the beSOURCE API key

Preparation
Generating the beSOURCE API key
To use the Jenkins plug-in, you must generate a RESTful API key for the beSOURCE server.
To generate the API key, do the following:

1. Open the Admin Console
2. Log in as an beSOURCE server administrator.
3. Select User/Permission > User Setting.

4. Select a user, and then select the Refresh button in the API Key column. The new
key for RESTful API communication is generated.

beSOURCE Basic Settings
The administrator must complete the basic settings for source code analysis first. For
example, Collection Unit, Analysis Unit and Application settings are required. For more
information, refer to Job Management in the help files.

This document assumes that all required settings are complete.
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Connection Setting /

Connection Setting
To connect the Jenkins plugin to the beSOURCE server, do the following:

1. Log in to the Jenkins server.
2. Select New Item.

3. Enter the name of item in the box, and then select Freestyle project.

4. Select OK.
5. Select Build > Add build step (for a Maven project, select Pre Step or Post Step), and

then select beSOURCE Plugin.
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Connection Setting /

6. Enter the settings values of the beSOURCE plugin for the following:
l Server URL - The beSOURCE server URL.
l API Key - The restful API key generated in the Admin Console.
l Select Analysis Unit - An Analysis Unit set in the server.
l Analysis Type

l Analyze All - Scans all source files.
l Analyze Changes - Only scans the changed source files (incremental
analysis).

l Stop the build task when detecting defects - If defects with the specified
priority are found, they will stop task build.

l Priority - The beSOURCE inspection rule’s priority.

7. Select Save.
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Run the Jenkins Plugin /

Run the Jenkins Plugin
To run the Jenkins plugin, do the following:

1. Select a Jenkins job that is compatible with the beSOURCE plugin.

2. Select Build Now.

3. The build number will be shown. You can open the build job by selecting the number.

4. If the build job is in progress, Jenkins will display its progress.
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Run the Jenkins Plugin /

5. Once the build job is complete, select the build number. The beSOURCE Result Detail
and beSOURCE Result Summary menus are shown.

6. If you selected Stop the build task when detecting defects and defects with
predefined priority are found, the build job will stop (red bulb).

NOTE: The bulb turns red when the job is stopped due to a rule violations. It does not
indicate a failure.
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Checking Inspection Results / beSOURCE Result Summary

Checking Inspection Results
You can view the inspection results by selecting beSOURCE Result Detail or beSOURCE
Result Summary in the completed build job.

beSOURCE Result Summary
The beSOURCE Result Summary shows the summary of code inspection results. The rule
violation count by priority is shown in this image.

beSOURCE Result Detail
The beSOURCE Result Detail menu shows the following detailed results:
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Checking Inspection Results / More Detailed Results

l Search - You can search by priority, rule name and file name.
l Line # per Page - Sets the violations count to show in a page.
l Priority - The rule’s priority.
l Rule Name - The name of the rule.
l File Name - The file name that has rule violations.
l Path - The path of the rule violation file.
l Violation Line - The line number of the rule violation.

More Detailed Results
For more detailed inspection results, you can use the beSOURCE Client. For more
information, refer to the Show Rule Violations Panel topic in the beSOURCE help files.
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